
Epic Will Send You A Reminder To Change Your Password 7 Days Prior 
Expiration Date. 

 
It looks suspicious but it is Valid 

The original names of this email have been removed. 
 

 
From: no-reply@ochin.org <no-reply@ochin.org> 
Sent: Tuesday, June 10, 2025 4:18 AM 
To: MNHC Provider <ABC-Provider@mnhc.org> 
Subject: OCHIN Password Expiration  
 
 
Hello Medical Provider SA236,  
  
Your OCHIN password expires on 2025/06/17 at 12:46 AM for your account ending with 
"@community-health.org" 
  
If you've already set up Multi-Factor Authentication (MFA) for your OCHIN account, you can 
perform a self-service password reset at this Microsoft link: 
https://passwordreset.microsoftonline.com/ 
  
If you are licensed to utilize Business Objects / Clarity reporting, please follow the 
password reset process defined for reporting users in addition to the link above. 
  
If you have difficulty resetting your OCHIN account password, please contact your EHR 
Support Analyst (ESA). 
  
If you have concerns about the legitimacy of this email, please contact your EHR Support 
Analyst (ESA). 
 
 
 
Good morning Greg Tremo 
 
Yes, the email is legit. Ochin started sending password expiration reminder emails around 
the time of the active directory migration when our Epic usernames changed to variations 
of our names. This is to give you an advance warning and to prevent you from getting 
locked out from Epic when it finally does expire. It is safe to click the link. 
 
 
Thanks! 
Luz 
 

mailto:no-reply@ochin.org
mailto:no-reply@ochin.org
mailto:greg.tremo
https://nam04.safelinks.protection.outlook.com/?url=https%3A%2F%2Fpasswordreset.microsoftonline.com%2F&data=05%7C02%7Cgreg.tremo%40dashealth.com%7Cca0ec99fe220401696f408dda840bdfe%7C98f126714e6543b59728d58b86d4844a%7C0%7C0%7C638851718216751269%7CUnknown%7CTWFpbGZsb3d8eyJFbXB0eU1hcGkiOnRydWUsIlYiOiIwLjAuMDAwMCIsIlAiOiJXaW4zMiIsIkFOIjoiTWFpbCIsIldUIjoyfQ%3D%3D%7C0%7C%7C%7C&sdata=hiXyUEsMXGBkiSK4qt6ksFi2uSCADvj3chEmniJkM2g%3D&reserved=0


 

 
 
 
 

 


